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Léger. Computationally convincing proofs of knowledge. In C. Chof-
frut and M. Jantzen, editors, Proceedings of the 8th Annual Symposium on
Theoretical Aspects of Computer Science, pages 251–262, 1991.
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[UG96] Mike Uschold and Michael Grüninger. Ontologies: Principles, meth-
ods, and applications. Knowledge Engineering Review, 11(2):93–155, June
1996. 100

[WC81] Mark N. Wegman and J. Lawrence Carter. New hash functions and
their use in authentication and set equality. Journal of Computer and
System Sciences, 22(3):265–279, 1981. 35, 115

[WK96] Gabriele Wedel and Volker Kessler. Formal semantics for authentica-
tion logics. In Elisa Bertino, Helmut Kurth, Giancarlo Martella, and
Emilio Montolivo, editors, Computer Security — ESORICS 96: 4th Euro-
pean Symposium on Research in Computer Security Rome, number 1146
in Lecture Notes in Computer Science, pages 219–241, Berlin, 1996.
Springer-Verlag. 47, 61, 66, 180, 181

[WSI03] Yodai Watanabe, Junji Shikata, and Hideki Imai. Equivalence between
semantic security and indistinguishability against chosen ciphertext at-
tacks. In Y. Desmedt, editor, Public Key Cryptography - PKC 2003: 6th
International Workshop on Practice and Theory in Public Key Cryptography,
volume 2567 of Lecture Notes in Computer Science, pages 71–84, Berlin,
2003. Springer-Verlag. 108

[WY05] Xiaoyun Wang and Hongbo Yu. How to break MD5 and other hash
functions. In Ronald Cramer, editor, Advances in Cryptology - EURO-



225

CRYPT 2005, volume 3494 of Lecture Notes in Computer Science, pages
19–35, Berlin, 2005. Springer-Verlag. 40

[WYY05] Xiaoyun Wang, Yiqun Lisa Yin, and Hongbo Yu. Finding collisions
in the full SHA-1. In Victor Shoup, editor, Advances in Cryptology -
CRYPTO 2005, volume 3621 of Lecture Notes in Computer Science, pages
17–36, Berlin, 2005. Springer-Verlag. 40

[Yao79] Andrew C. Yao. Some complexity questions related to distributed
computing. In Proceedings of the eleventh annual ACM symposium on
Theory of Computing, pages 209–213, New York, NY, USA, 1979. ACM
Press. 21

[Yao82] Andrew C. Yao. Protocols for secure computations. In Proceedings of
the 23rd IEEE Symposium on Foundations of Computer Science, pages 160–
164, Los Angeles, 1982. IEEE Computer Society Press. 23, 24, 107, 108

[Yao86] Andrew C. Yao. How to generate and exchange secrets. In Proceedings
of the 27th IEEE Symposium on Foundations of Computer Science, pages
162–167, Los Angeles, 1986. IEEE Computer Society Press. 24, 108




